Прим. № \_\_

|  |  |
| --- | --- |
| СЛУЖБА БЕЗПЕКИ  УКРАЇНИ | АДМІНІСТРАЦІЯ ДЕРЖАВНОЇ  СЛУЖБИ СПЕЦІАЛЬНОГО ЗВ’ЯЗКУ ТА ЗАХИСТУ ІНФОРМАЦІЇ УКРАЇНИ |

НАКАЗ

Київ

19 грудня 2024 року № 627 / 772

**Деякі питання розробки, затвердження та погодження планів захисту об’єктів критичної інфраструктури за проектною загрозою національного рівня «кібератака/кіберінцидент»**

Відповідно до Закону України «Про Службу безпеки України», статей 14, 15 Закону України «Про Державну службу спеціального зв’язку та захисту інформації України», Закону України «Про критичну інфраструктуру», Порядку розроблення та погодження паспорта безпеки на об’єкт критичної інфраструктури, затвердженого постановою Кабінету Міністрів України від 04 серпня 2023 року № 818 «Деякі питання паспортизації об’єктів критичної інфраструктури», пункту 10 Положення про Адміністрацію Державної служби спеціального зв’язку та захисту інформації України, затвердженого постановою Кабінету Міністрів України від 03 вересня 2014 року № 411, та наказу Адміністрації Держспецзв’язку від 28 липня 2023 року № 219/ДСК «Про затвердження Проектних загроз критичній інфраструктурі національного рівня» (із змінами)

**НАКАЗУЄМО:**

1. Затвердити такі, що додаються:

форму Плану захисту об’єкта критичної інфраструктури за проектною загрозою національного рівня «кібератака/кіберінцидент»;

Рекомендації з розроблення Плану захисту об’єкта критичної інфраструктури за проектною загрозою національного рівня «кібератака/кіберінцидент».

2. Визначити уповноваженими підрозділами Служби безпеки України та Адміністрації Держспецзв’язку з питань погодження планів захисту об’єктів критичної інфраструктури за проектною загрозою національного рівня «кібератака/кіберінцидент», розроблених за формою, затвердженою пунктом 1 цього наказу (далі – плани захисту), щодо об’єктів критичної інфраструктури І та ІІ категорії критичності Департамент контррозвідувального захисту інтересів держави у сфері інформаційної безпеки Служби безпеки України та Департамент кіберзахисту Адміністрації Держспецзв’язку відповідно.

3. Встановити, що погодження планів захисту щодо об’єктів критичної інфраструктури І та ІІ категорії критичності здійснюють:

начальник Департаменту контррозвідувального захисту інтересів держави у сфері інформаційної безпеки Служби безпеки України або його заступник;

директор Департаменту кіберзахисту Адміністрації Держспецзв’язку або його заступник.

4. Визначити уповноваженими органами Служби безпеки України та Адміністрації Держспецзв’язку з питань погодження планів захисту щодо об’єктів критичної інфраструктури ІІІ та ІV категорії критичності регіональні органи Служби безпеки України та територіальні органи Адміністрації Держспецзв’язку за місцезнаходженням (адресою) оператора критичної інфраструктури.

5. Встановити, що погодження планів захисту щодо об’єктів критичної інфраструктури ІІІ та ІV категорії критичності здійснюють:

керівник відповідного регіонального органу Служби безпеки України або його заступник;

керівник відповідного територіального органу Адміністрації Держспецзв’язку або його заступник (у місті Києві або Київській області – директор Департаменту кіберзахисту Адміністрації Держспецзв’язку або його заступник).

6. Керівникам уповноважених підрозділів (органів) Служби безпеки України та Адміністрації Держспецзв’язку визначити відповідальних осіб щодо взаємодії із секторальними органами у сфері захисту критичної інфраструктури та операторами критичної інфраструктури з питань розроблення та погодження планів захисту.

7. Керівникам Департаменту контррозвідувального захисту інтересів держави у сфері інформаційної безпеки Служби безпеки України та Управління інформаційних комунікацій Адміністрації Держспецзв’язку забезпечити розміщення цього наказу на офіційних вебсайтах Служби безпеки України та Державної служби спеціального зв’язку та захисту інформації України відповідно.

8. Цей наказ набирає чинності з моменту його видання.

|  |  |
| --- | --- |
| Голова Служби безпеки України  Василь МАЛЮК | Голова Державної служби спеціального зв’язку та захисту інформації України  Олександр ПОТІЙ |